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Copytight © 2011 Chetco Digital Instruments, Inc.
All rights reserved.
SeaSmart.Net™ is a trademark of Chetco Digital Instruments, Inc.
SeaGauge™ i1s a trademark of Chetco Digital Instruments, Inc.
vGauge™ is a trademark of Chetco Digital Instruments, Inc.
WARNING!

USE THIS UNIT ONLY AS AN AID TO MONITORING ENGINE
PERFORMANCE INFORMATION.

CAUTION

When showing sensor data, this unit will only show information based on the sender used
and its installed position.

The operating and storage temperature for your unit is from -4 degrees to+167 degrees
Fahrenheit (-20 to +75 degrees Celsius). Extended storage temperatures higher or lower than
specified will cause the liquid crystal display to fail. Neither this type of failure nor its
consequences are covered by the warranty. For more information, consult the factory
customer service department.

All features and specifications subject to change without notice.

Chetco Digital Instruments may find it necessary to change or end our policies, regulations,
and special offers at any time. We reserve the right to do so without notice.

All screens in this manual are simulated.

NOTICE!

Free software upgrades will be available on our website at http:// www.chetcodigital.com as
they are released. Please check our website periodically for these and other information as

they become available.

Thank you for choosing Chetco Digital Instruments



This device complies with Part 15 of the FCC Rules. Operation is subject to the following
two conditions: (1) this device may not cause harmful interference, and (2) this device must
accept any interference recetved, including interference that may cause undesired operation.

Note:

This equipment has been tested and found to comply with the limits for a Class B digital
device, pursuant to Part 15 of the FCC Rules. These limits are designed to provide
reasonable protection against harmful interference in a residential installation. This
equipment generates, uses and can radiate radio frequency energy and, if not installed and
used in accordance with the instructions, may cause harmful mterference to radio
communications. However, there is no guarantee that interference will not occur in a
particular installation. If this equipment does cause harmful interference to radio or
television reception, which can be determined by turning the equipment off and on, the user
1s encouraged to try to correct the interference by one or more of the following measures:

* Reorient or relocate the receiving antenna.
* Increase the separation between the equipment and receiver.

* Connect the equipment into an outlet on a circuit different from that to which the receiver
is connected.

* Consult the factory customer service department for help.



SPECIFICATIONS

NMEA 2000 Instrumentation Sentences Supported

126992 — System Time

127250 — Vessel Heading

127257 — Vessel Attitude

127251 — Rate of Turn

127488 — Engine Data - Rapid Update

127489 — Engine Data - Dynamic Update
127493 — Transmission Data - Dynamic Update
127497 — Trip Parameters - Dynamic Update
127505 — Fluid Data - Dynamic Update

127508 — Battery Status - Dynamic Update
127506 — DC Status - Detail

127513 — DC Config Detail

127501 — Binary Switch Status - Dynamic Update
130306 — Wind Data

130311 — Environmental Data

130312 — Temperature Data

129025 — Position Data - Rapid

130323 — Weather Station Location Data
129026 — SOG and COG Rapid Update
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Introduction

Welcome
Thank you for purchasing a Chetco Digital Instruments SeaSmart.Net product.

SeaSmart.Net Gateway adapters bridge Serial communications between dissimilar networks such as
Ethernet,WiFi, NMEA 0183, and NMEA 2000. SeaSmart.Net gateways contain both hardware interfaces
and protocol translators to provide bi-directional communications between networks.

SeaSmart.Net adapters are available for -

NMEA 0183 to Ethernet 10/100 with Embedded Web Server
NMEA 0183 to WiFi 802.11 b/g with Embedded Web Server
NMEA 2000 to Ethernet 10/100 with Embedded Web Server
NMEA 2000 to WiFi 802.11 b/g with Embedded Web Sever

NMEA 2000 to USB/RS232 with external Web Server

Models with Embedded Web Servers allow direct viewing of translated data via standard Web Browser
devices as well as bridging between tatget TCP/UDP networks.

() VGRM3.17 02/24/11 02:46:06 _connected
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Web Server
CGI/ASP

SeaSmart.Net
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NMEA 2000
Serial to WiFi to Serial L NMEA 2000
Interface Protocol Bus Interface
Translator
Web Server SeaSmart.Net
CGI/ASP Protocol
NMEA 2000
Serial to Ethernet to Serial NMEA 2000
Interface Protocol Bus Interface
RJ4S Translator
SeaSmart.Net
NMEA 2000
Serial to USB to Serial = NMEA 2000

and RS232
Interface

Protocol
Translator

Bus Interface

SeaSmart.Net WiFi adapter

Translates NMEA 2000 data to serial data and then
to 802.11 b/g WiFi.

SeaSmart.Net Protocol translator passes data to
embedded Web Server which is accessed over WiFI
Ad Hoc and Infrastructure networks using Web
Browser compatible devices

Optional pass-through allows direct access to NMEA
data for display on vDash PC Instrumentation S/W
over WiFi

SeaSmart.Net Ethernet adapter

Translates NMEA 2000 data to serial data and then
to 10/100 Ethernet (RJ45).

SeaSmart.Net Protocol translator passes data to
embedded Web Server which is accessed over
Ethernet Infrastructure networks using Web Browser
compatible devices

Optional pass-through allows direct access to NMEA
data for display on vDash PC Instrumentation S/W
via Ethernet.

SeaSmart.Net Serial adapter

Translates NMEA 2000 data to serial data via
RS232 and USB interfaces.

SeaSmart.Net Protocol translator converts RAW
NMEA 2000 to NMEA 0183 $IIXDR sentences
compatible with SeaGauge Color Displays and PC.

Optional pass-through allows direct access to NMEA
data for display on vDash PC Instrumentation S/W
using USB port.
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The protocol translation is based on embedded microprocessor and can thus be easily updated in the field
via USB connection to any PC. The USB port provides power from the PC so no external power 1s required
when connected to a PC for programming.

The embedded Web Server contains a simple file system that allows Web content to be updated over the
connected network. The Web Server supports Dynamic HTML, JAVA Script, CGI, and AJAX protocols
and contains CGI scripts for bridging serial communications directly to hosted Web Pages.

SeaSmart.Net adaptets ate typically deployed whete it is desited to bridge between NMEA 0183/NMEA
2000 networks and Ethernet/WiFi networks. Here, NMEA data is translated and passed on to both the
target network and embedded Web Setver. Listeners on the Ethernet/WiFi networks can use both TCP and
UDP protocols to access the data. SeaSmart.Net adapters are configured to pass only selected data through
the gateway to reduce unnecessary traffic. Typically this configuration is only done on installation but can be
modified at anytime via connection to PC USB port.

NMEA 2000 Bus

SeaSmart.Net
Chartplotter or Adapter

GPS unit

Local Router

Ethernet

Web Browser Device

SeaSmart.Net adapters can provide either a wired Ethernet or wireless WiF1 connection to a local router
(Infrastructure Network). The router then interfaces to other devices on the network via additional wired or
wireless interfaces. It is possible and often practical, to use the WiFi features of a local router to service
other wireless clients.

SeaSmart.Net adapters with Wik1 can also provide direct (point to point) connections with other Wireless
devices by using a Ad Hoc network which does not require a local router.
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Connections

Installation of SeaSmart.Net adapters typically requires connecting the appropriate interface cables to each
network. Power is supplied from the NMEA 2000 network and is electrically isolated. When powering
from the NMEA 2000 network, Care must be taken to ensure not to exceed maximum current load of all
devices. Max load for SeaMart.Net adapters is 6 LEN

SeaSmart.Net SeaSmart.Net
WiFi Ethernet

Link LED

Two connectots on the input side provide the intetface to the soutce networks (USB/Setial and/or NMEA
2000) The USB/Setial connector is a dual interface with only one active at a time (USB or RS232). The
appropriate USB or Serial interface cable must be used. The NMEA 2000 connector requires a supplied
Micro C adapter cable to connect to a NMEA 2000 bus “I”” connector. SeaSmart.Net uses Opto-isolators
and thus is power and ground isolated from the NMEA 2000 network. SeaSmart.Net adapters only draw 1-6
LEN when powered via external source. When using SeaSmart.Net as a NMEA 2000 Gateway, the
USB/Serial interface is used off-line for configuration and firmwate updates or as a second data port
accessible via the network.

For Ethernet devices the default configuration is to allow an External DHCP server to assign a network
address to the device. Access to the NMEA data is then done with TCP connection to the address or via
Web Browser to the same IP Address using Port 80. The Ethernet interface uses a supplied custom RJ45
cable with water-resist locking connector. The opposite RJ45 plug can be directly attached to any network
device or router. The Ethernet cable is a “straight-through” type.

10
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For WiFi adapters, the default configuration is Ad Hoc Network with SSID of SeaSmart and an IP address
of 169.254.100.100. Once connected to the Ad Hoc network, SeaSmart.Net can be reconfigured via Web
Browser to use a different SSID and/or Infrastructure Mode.

Once successfully connected to SeaSmart.Net adapters, additional configuration can be accomplished via
Web Browser interface to the assigned address which 1s described in the following section.

Web Brower Interface

The simplest way to use SeaSmart.Net adapters is with the embedded Web Interface. Data from the
connected NMEA network is automatically converted into Web pages which use graphic dials and text to
display selected data. Various links off the default SeaSmart web page will present data as it arrives over the
interface.

‘8 SeaGauge Live Web - Windows Internet

KOl € | http//1921680.101/SeasmartHome htm Slim]r ] [ ) creste bootabie IEbirash dtve

Favorites | 53 K| Suggested Sites v

@ SeaGauge Live Web a | (= v Pagev Safety~v

SeaSmart.net

@

NMEA 0183

@

NMEA 2000

Adapter Setup

www.chetcodigital.com

http://192.168.0.101/config/index1.html @ Internet | Protected Mode: On s ¥ R100% ~

NMEA 0183 $IIXDR data - SeaGauge Remote Sensor Units output data using NMEA 0183 $IIXDR
sentences and RS232 serial formats. These Web Pages translate and display the data in real-time as it is
recetved from an attached unit.

11
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NMEA 2000 data - The SeaSmart.Net protocol translator converts the RAW NMEA 2000 data into a
format compatible with HI'ML and displays in real time using graphical dials and text.

@ http://192.168... ¥ 4 | X ﬁ create bootable usb frash drive P~ @ http://192.1680... ¥ E g create bootable usb frash drive
W Favorites ‘9 SeaSmart NMEAZOOOSI’"--<"7‘ o~ ~ (= d - Page~ i . Favorites | @ SeaGaugeLive NMEA 200.. [7 - v =) v Page~

>

Done @ Internet | Protected Mode: On v R100% v Rl »
@ Internet | Protected Mode: On v ®100% v |

SeaSmart.Net Web Page for NMEA 2000 Engine SeaSmart.Net Web Page for NMEA 2000 Weather

Single Dials use a single PGN Instance and Dual Dials use two different instances.
Engine data use PGN127488, 127489, 127493, 127501, 127505, 127508, 130312.
Weather data use PGN 130323, 130311, 130306, 127250, 127257, 127251

Any of the default Web Pages can be modified and new pages loaded onto the adapter by using the supplied
Web Page interface. Maximum Memory for Web Pages and Graphics 1s 6 Mbytes total.

12
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Instrument Link Bar

The Instruments Link Bar contains a set of pre-configured Web Pages for display of various groups of
PGNs. Selecting a link will decode incoming PGN and format for a specific data set.

Weather Info

Home Weather Single Single Dual Engine Batteries Fuel Info
Engine 1 Engine 2
Home Page Weather Data Detailed Engine  Detailed Engine  Basic Dual Detailed Battery  Detailed Fuel
Data Single Data Single Engine Data Info Single consumption
Instance Instance Instance and Tank Level

Data Logging Tool Bar

The Data logging toolbar contains a set of Icons for control of data logging functions.

View Log File Start and Stop Data Pay Log File Reset Log File to Play Log File Stop playback and
Contents Logging Backwards one Beginning Forward one step revert to Live mode
step

13
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Themes Toolbar

Allows selection of various predefined themes with customizable backgrounds, colors, and dial faces. The
selected theme will be applied to Instrument groups.

Select Theme

(=] O &

Classic Text White Classic Text Black Classic Dial White Classic Dial Black Garmin style Dials

Instance Tool Bar
The Instance Tool bar selects the PGN Instance to display many PGNs (engine data for example) will have

multiple Instances for the same data set (port = 0 Starboard = 1) Selecting an Instance number will allow
only the chosen data to be display. The selected Instance will be applied only to the current Instrument

page.

Select Instance

2 E

14
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Direct TCP/UDP Access

Access to the NEMA 1083 $IIXDR or NMEA 2000 data is available over direct TCP and UDP connection
to the device network address. SeaSmart.Net supports both client and server connections. In client mode
(Accept) SeaSmart.Net will accept a TCP/UDP connection request from any other network device using a
specified Port Number. In server mode (Connect) SeaSmart.Net will initiate a network connection to
specified network address and Port number. This is mode is useful for UDP broadcasts or HI'TP POST to
Web Server.

i

() VGRM3.17 02/24/11 02:46:06 _connected

ENG TEMP OIL PSI

*

=]
]

D FUEL

WATER 1 WATER 2 WATER 3 W WATER

vDash Connect Screen with enabled TCP connection vDash receiving NMEA 2000 data directly form
to SeaSmat.Net adapter using IP address SeaSmart.Net adapter via Ethernet connection
192.168.0.101 Port 10001

Normal access is via translated NMEA 2000 data using the SeaSmart Protocol. This allows sharing of
NMEA 2000 data with multiple Applications by selecting different port number. SeaSmart can support
multiple TCP incoming connections on a single port (10001 default) as well as outbound UDP broadcast on
an alternate port (10003 default) while simultaneously supplying the embedded Web Server. Thus
SeaSmart.net can support Live Direct Web Viewing and Gateway hosting to other network services.

Access to Raw NMEA 2000 data is possible by turning off the Protocol Translator and connecting on port
10002 (default). This may have limited use as NMEA 2000 data will not be available to the embedded Web
Server but may however, be accessed from compatible applications running on the PC platform such as
Actisense NMEA Reader and Chetco Digital’s vDash instrumentation viewer program. The details of the
SeaSmart.Net Protocol can be found in the supplemental SeaSmart.Net Protocol document.

15
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SeaSmart.Net Configuration

Configuration and access to all SeaSmart.Net functions are available via Web Browser Interface. The
Browser interface will enable access to system setup and Live Data viewing. The most common
configuration required is assignment of local IP address and upload of new Web Server content.

Once a SeaSmart.Net device is installed on the network, a IP address will be assigned by the local DHCP
server (usually the router). If, no DHCP service is present or enabled, a dynamic IP address in the range of
192.168.0.1 to 192.168.0.254 will be assigned. Network monitoring tools or Router Interface tools may be
used to determine the local address assigned. One such tool is the Lantronix Device Installer 4.0.2 supplied
on the SeaSmart.Net application CD or downloaded from the mnternet at www.lantronix.com. Other tools
such as the SoftPerferct Network Scanner can be downloaded for free at
http://www.softpetfect.com/products/networkscanner . These tools are useful in obtaining the IP address
of devices installed on the local network. The most common method to get the IP address is the Router
configuration screen under DHCP services.

& DHCP Active IP Table - Windows Internet Explorer
o vpsaissorsoonconaenn l

File Edit View Favontes Tools Help Links
¢ R | @ DHCP Active IP Table I ~ B -~ ™o - :Jypage~ {QiTools v

DHCP Active IP Table

DHCP Server IP Address: 192.168.0.254

Client Hostname IP Address MAC Address
.7 Di| | P@7| DPAY 3et 192.168.0.100 00-90-23-00-4D-AA
0AL P1{ BR4 P cf 192.168.0.101 00-20-4A-C0-CF-66
SeaSmartENet 192.168.0.103 00-20-4A-C4-72-DE

D} 0 Internet | Protected Mode: On

The SeaSmart.Net home web page can be accessed by typing in the IP address into the browser address bar.
For example, if the SeaSmart.Net device address is 192.168.0.101, then type http://192.168.1.101. This will
load the home page as shown.

16
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Favorites | 5= | Suggested Sites

@ SeaGauge Live Web

PVOLT

NMEA 2000

Adapter Setup

www.chetcodigital.com

http://192.168.0.101/config/index1.html @ Internet | Protected Mode: On

Selecting the ADAPTER SETUP link will navigate to the SeaSmart Configuration page wete various set up
and maintenance operations can be performed.

17
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€ SeaSmartNet Web Manager - Windows Internet Explorer

‘e 2 htto:
€ @/ http://192.168.0.101/#StatusPage
\_’3 A 1/

File Edit View Favorites Tools Help P~

¥ 4% | @ seaSmartNet Web Manager [

SeaSmart.Net Ethernet Module

Device Status

Product Information
Product Type: | SeaSmart.Net

Firmware
Version:

Build Date: Dec 12010 (10:04:58)
Serial Number: | 07100597T70QT1
Uptime: 0 days 00:27:20
Permanent
Config:

Network Settings
Interface: eth0

Auto 10/100 Mbps Auto Half/Full (100
Mbps Full)

MAC Address: | 00:20:4a:c5:04:b5

; net

IP Address: 192.168.0.101/24 (DHCP)
Default
Gateway:
Domain: <None>
Primary DNS: | <None>
Secondary
DNS:

5.2.0.0R20

Saved

Link:

<None>

<None>

MTU: 1500

VIP Conduit: Disabled

Line Settings

SeaGauge: RS232, 57600, None, 8, 1, None

Connect Accept
Tunneling Mode. Mod.

Tunnel 1: Active Waiting

L—{\,‘ @ Internet | Protected Mode: On

The SeaSmart.Net Configuration page contains seven links to additional pages on the upper right hand
column. They are:

current device status

Live view of data being received from the NMEA 2000 network or attached SeaGauge
Remote Sensor Interface unit

Browser based file upload to Web Server and File management. Used to update files stored
in Flash Memory.

used to assign a static IP address or enable DHCP for dynamic IP address. Also used to
change device host name.

Used to upload new device firmware files or reboot.

Used to configure access to serial ports. Serial ports can be configured for ACCEPT or
CONNECT. In ACCEPT mode, TCP and UPD connections are allowed from other network
devices on specified port numbers. In CONNECT mode, SeaSmart.Net will initiate TCP and
UDP connections to supplied host IP address and port number.

Access to all SeaSmart.Net configuration options. Should only be used when necessary by
trained support personal.

18
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SeaSmart Web

SeaSmart.Net devices with embedded web server allow browser access to live data being received from the
NMEA 2000 Network or SeaGauge Remote Sensor Interface units. The type of web page available will be
dependent on model of SeaSmart.Net device.

The SeaSmart Live Home page has several Icons for choosing the type of data to display and graphic
Themes. When an Icon is selected, a new page will load with a preset array of dials to represent the desired
data group.

SeaSmart NI =

@] http//192.168... v | (]| 45 | X || 4] create bootable usb frash drive P~

T 1.¢ Favorites | @ SeaSmart NMEA 2000 Sin... BB -~ = ™ v Page~
© SeaGauge Live Web 4 —r » _

@ 4‘.9

NMEA 0183

@ 4.9

NMEA 2000

www.chetcodigital.com

http://192.168.0.101/config/index1.html @ Intemet | Protected Mode: On

@ Internet | Protected Mode: On v ®100% ~

Web View — Select the desired data display format Web View — SINGLE Engine NMEA 2000

SeaGauge Remote Sensor Units use a NMEA 0183 type of protocol ($IIXDR). Therefore select the
appropriate Icon when displaying data from a directly connected SeaGauge Remote Sensor Interface Unit.

NMEA 2000 and SeaGauge use two different types of Protocols and both can not active at the same time.
Therefore NMEA 2000 Web pages will not function when connected directly to a SeaGauge Remote Sensor
unit and visa via. When selecting a viewing mode, if the appropriate mterface 1s not present, the dials will
not update as no data is being received on the selected interface.

Only a select list of NMEA 2000 PGNs can be displayed. Consult the SeaSmart.Net specification sheet to
obtain the most recent list of supported PGNss

19
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File Upload

Files contained in Flash Memory can be managed using the File Upload. The initial page will show current
statistics with the most important being Free Space Remaining.

The Top center section of the Page contains two links - Statistics and Browse. To upload new files or delete
existing files - select the Browse link.

- | 4| x | Googte

File Edit View Favorites Tools Help File Edit View Favorites Tools Help

¢ 4R |14 SeaSmartNet Web Manager S v B) - ® - ) Page v ) Tools v ¢ 4f¢ |13 SeaSmartNet Web Manager %~ B - # - 2y Page v i Tools v

SeaSmart.Net Ethernet Module SeaSmart.Net Ethernet Module

This page displays various From here you can browse
Statistics Browse statistics and current usage b Statistics Browse and manipulate the entire
information of the flash filesystem.

Fil 4 Statisti :_‘:5;:“"‘5‘ " } Directories can be created,
e filesystem can deleted, moved, and med.
ilesystem Statistics The Senysort e : Filesystem Browser (s mored, ] el
Make sure you know what before it can be deleted.
7.500000 Mbytes (7864320 you're doing before formatting @ / Files can be created, deleted,
bytes) Port M 7 I a

the filesystem d
o ‘moved, renamed, uploaded via
5.098816 Mbytes (5346497 Q@ Xhto HTTP, and transfered to and
bytes) (67%) g from a TFTP server. Newy.

2.102436 Mbytes (2204565 created files will be empty.
. les
Clean;Space: bytes) (28%) Create

2996378 Mbytes (3141932
bytes) (39%) -
File: )l

File & Dir Space | 2.401182 Mbytes (2517823 Create |
Used: bytes) (32%)
Data Space Used: | 2396300 Mbytes (2512704 Directory: )

bytes) Create |
Number of Files: |59

Number of Dirs:

Number of System Upload File
Files:

Opened Files: O:\XPORT\Http\SeaGaugeLive.ht: [ Browse... |
Locked Files:

Opened for Sharing:

Current Bank:

FW Sectors: - 07, 3 erase cycles

Bank A Sectors: - 67, 0 erase cycles Copy File

Bank B Sectors: - 127, 2 erase cycles

Busy: Source:

Actions: [Compact] [Format]

Filesystem Size:

Available Space:

Dirty Space:

Destination:

Copy
Copyright © Lantronix, Inc. 2007-2010. All rights reserved i
Copyright © Chetco Digital Instruments. Inc. 2007-2011. Al rights reserved.

(@ @ Intemet | Protected Mode: On # @ Intemet | Protected Mode: On

File Upload - Statistics File Upload - Browser

When using the File System Browset, thete are options to Create/Delete directoties, Load/Delete Files, and
Move/Copy files.

The process to upload a new file or replace a existing file 1s the same. First, select the appropriate directory
before selecting a local file. The Folder Icons underneath the File system Browser Banner will expand or

contract subdirectories if present. If the correct subdirectory is not present, use the Create Directory option.
The Red X next to each Folder Icon will remove the folder and all contents from Flash Memory.

Network Setup

SeaSmart.Net devices need a network address to function and allow connection to other devices. There are
two common methods to obtain an address, static assignment and DHCP.

Static assignment allows an fixed IP address to be entered. Careful consideration must be made when
creating a Static IP address and should only be done by qualified Network administrators.
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~ |4 | x  Googte

B
file Edit View Favorites Tools Help 3 | x | Google

S 4 |13 SeasmartNet Web Manager o~ B - # ~ = page v G Tools v File Edit View Favorites Tools Help

¢ 447 |15 SeaSmartNet Web Manager D - B - @ - 5y rage v G Tools v

Ethernet Module

SeaSmart.Net

o

-~ as_
déddmart.N

Etnernet iVioduie

This page is used to view the
status of the Network
interface on the device.

There are two columns
displayed. The first column
shows the current operational
settings. The second column
shows the expected settings
after the device is rebooted.

If both BOOTP and DHCP are
tumed on, DHCP will un, but
not BOOTP.

Network 1
This page is used to configure
the Network interface on the
device. To see the effect of
these items after a reboot,
view the Status page.

The following items require a
reboot to take effect

Interface = Link Network 1

Status | Configuration Interface | Link

Status = Configuration

Network 1 (eth0) Interface
Status

BOOTP Client
on/or

Network 1 (eth0) Interface
Configuration

‘When BOOTP or DHCP fails DHCP Client On/Off
to discover an IP Address, a

Current new address will
automatically be generated

IP Address
DHCP Client ID

BOOTP Client:
On
Renew

192.168.0.101
(DHCP)

255.255.255.0

DHCP Client:

IP Address:

Network Mask:

<DHCP>

<DHCP>

off using AutolP. This address.

‘will be within the 169.254.x.x
space.

BOOTP Client:
DHCP Client:

IP Address:
Default Gateway:

Hostname:

On @ Off If BOOTP or DHCP is tumed

©0n ©Off
<None>
<None>

SeaSmartEnet

on, any configured IP-
Address, Network Mask.
Gateway, Hostname, or
'Domain will be ignored.
BOOTP/DHCP will auto-
discover and eclipse those
‘configuration items.

(DHCP)
Default Gateway: <None> <DHCP>
Hostname: SeaSmartEnet <DHCP>
Domain: <None> <DHCP>
DNS Suffix Search
List:

DHCP Client ID: [Oxdc, 0x00] <None>
MTU: 1500 <DHCP>

f both BOOTP and DHCP are
2 turned on, DHCP will run, but
Domain: not BOOTP.

When BOOTP or DHCP fails
to discover an IP Address, a
new address will
automatically be generated
using AutolP. This address

DHCP Client ID:

@ Text © Binary
<DHCP> Primary DNS: <None>

will be within the 169.254 x x

Secondary DNS: | <None> space.
IP Address may be entered
alone, in CIDR form, or vith
‘an explicit mask
192.168.1.1 (default mask)
192.168.1.1/24 (CIDR)
192.168.1.1 255.256.255.0
(explicit mask)
Hostname must begin with a
letter, continue with letter,
number, or hyphen, and must
end vith a letter or number.

MTU: 1500

Copyright © Lantronix, Inc. 2007-2010. All rights reserved.
Copyright © Chetco Digital Instruments, Inc. 2007-2011. Al rights reserved.

(@ @ Internet | Protected Mode: On
— Copvriaht © Lantronix. Inc. 2007-2010. All riahts reserved.

# @ Internet | Protected Mode: On

Network Setup - Config

Network Setup - Status

The most common method to set a network address is via DHCP setver. A device on the network (usually
the router) will keep track of available addresses and dynamically assign them to new devices as required.
The address is not fixed and will often change on power up. The Status Page of the Network Config will
show the current address being allocated by the local DHCP server.

To change the static IP address or configure for DHCP, select the CONFIGURATION link. The
configuration page will allow enable or disable DHCP Client. If DHCP Client 1s enabled, then no IP address
1s required as 1t will be automatically generated. If DHCP Client is disabled, a static IP address will need to
be entered into the appropriate field.

Firmware Update System

SeaSmart.Net adapter firmware can be modified in the field by performing a file upload using the SYSTEM
menu option.

The firmware File must be compatible with the type of adapter used so care must be taken to ensure the
correct version is selected. The Firmware file does not contain any of the Web Pages and will not overwrite

any of the Web Server Content.

DO NOT REPOWER THE UNIT TILL THE UPDATE IS COMPLETE.
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@ e 14 http;//192.168.0.101/#SystemPage

€ SeaSmart.Net Web Manager - Windows Internet Explorer

|4 x N Googte o~ K= L4 ntp//192.168.0.101/#SystemPage |4 x [ Googte o~
WA NI
File Edit View Favorites Tools Help P~ Links File Edit View Favorites Tools Help P~ Links
¢ 4 |1 SeaSmartNet Web Manager [ v @ v |53 Page v {Q} Tools v ¢ A |1HSeaSmartNet Web Manager

n - - om0 v yPage~ CiToolsw

SeaSmart.Net

Ethernet Module

SeaSmart.Net Ethernet Module
'When the device is rebooted, 'When the device is rebooted,
‘your browser should be ‘your browser should be
refreshed and redirected tc refreshed and redirected tc
System e System e
seconds. Note that the

Reboot Device

redirect will not work as
expected if the IP Address of

seconds. Note that the.
redirect will not work as.

z expected ifthe IP Address of
the device changes after Reboot Device the device changes after

reboot. reboot.

[ s After setting the configuration [ Fresrer| After setting the configuration

[Pl Contig . -} bac to the factory defauits, [Pl Contig . - bac to the factory defauits,

the device wil automatically the device will automatically
be rebooted. be rebooted.
Be careful not to power off or Be careful not to power off or

Restore Factory Defaults reset the device while. Restore Factory Defaults reset the device while.
uploading new firmware. Once L uploading new firmware. Once L
the upload has completed and 3 the upload has completed and 3

[ Factory Defaults | the new firmware has been [ Factory Defaults | the new firmware has been

e verified and flashed, the e verified and flashed, the
device will automatically be device will automatically be
rebooted. rebooted.

Upload New Firmware Upload New Firmware

0O:\XPORT\samples\xport_pro\x amples\xport_pro\xpo

Name Name

Short Name: Short Name:

Long Name: Long Name:

[sub [sub

Current Configuration

Firmware Version: 5.2.0.0R20

(@ @ Intemet | Protected Mode: On

%100%

Current Configuration

Firmware Version:

5.2.0.0R20
(@ @ Intemet | Protected Mode: On

%100%

System Update — Select desired Firmware File

System Update — Upload file to SeaSmart.Net device

The process to update Firmware is to first select the desired file on the local PC and then to Upload
(transfer) to the adapter. After the transfer is complete, the adapter will reboot.

¢ Favorites | 3 K| su

@ SeaSmartNet Web Manager

¢ Favorites

@ SeaSmartNet Web Manager

SeaSmart.Net

SeaSmart.Net

@ Choose File to Uj
)& | » Computer » Files(0) » SeaSmart » SeaSmart Ethemet Update »

Organize > New folder

& Computer

& Local Disk (C) )
& Local Disk (E) AR PR
& Local Disk ()

» Backup (G)

& Backup (H)

> Web ()

& Backup (1)

> Web (L)

o Files (M)

& Files (07)

o Files (P)

» Web (W) 2l

File name: xport_pro.rom.gz

@ Choose File to

eLr.

et
» Computer » Files (O) » SeaSmart » SeaSmart Wifi_Update »

Organize > New folder

M Computer
). Hitp

matchport_bg_pro.romz

& Local Disk (C:)
» Local Disk (E)
» Local Disk (F)
» Backup (G)

& Backup (H)

& Web (1)

» Backup (1)

& Web (L)

& Files (M)

w» Files (O
o Files (P)

» Web (W) v o«

File name: matchport_bg_pro.romz

Copynght © Chetco Digital Instruments, Inc. 2007-2011. All nghts reserved

Copyright © Chetco Digital instruments, Inc. 2007-2011. Allrights reserved

@ Intemet | Protected Mode: On @ Intemet | Protected Mode: On

Firmware File for Ethernet adapter will be

Firmware File for Ethernet adapter will be
xport_bg_pro.rom.gz

match_bg_pro.rom.gz
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Port Mode

SeaSmart.Net devices support both passive connections (ACCEPT) and active connections (CONNECT).
Passive connections allow other network devices to connect to the Tunneled Serial port using the
SeaSmart.Net IP address and Port number. Passive connections are the most common and easiest to set up.
Active connections allow SeaSmart.Net to initiate a TCP or UDP to supplied host IP address and Port
number. Active connections are useful for HTTP POST to external Web Servers or UDP Broadcasts to
multiple network clients.

@] htp//1921

¢ Favorites | 55 K Suggested Sites v

§ Favorites | 35 K| Sugg

@ seaSmart.Net Web Manager

1 gm0 v Pagev Safetyv

@ SeaSmartNet Web Manager

SeaSmart.Net

Ethernet Module

SeaSmart.Net

Tunnel 1 Fsremdyietts
i i
unnel 1 attempt criginates from the netwcrc

Statistics Serial Settings Packing Mode

g Accept Disconnect
Disconnect Mode

Statistics Serial Settings Packing Mode

Accept
Mode

Connect Mode Connect Mode

Modem

Moden Emulation

Emulation

Tunnel 1 - Accept Mode Tunnel 1 - Connect Mode

Mode: Disable 2] Mode: Disable =
Local Port: <Random>

Local Port: 10001

Host 1: 255.255.255.255:10003, UDP
Protocol: TP [¥]

Reconnect

TCP Keep Alive: | 45000 milliseconds Timer: 15000
Flush Serial: 9 Enabled © Disabled Flush Serial
Block Serial: Enabled © Disabled Data:
Block Network: Enabled @ Disabled Block Serial:
Password: <None> Block

m Network:
Email on
Connect: Nore>[3] Email on
Email on Connect:
Disconnect: None>]3] EF’“‘“ on ¢ |[Nones[S]
CP Output: Group: isconnect:

CP Output: Group:

milliseconds

9 Enabled © Disabled
Enabled @ Disabled
Enabled @ Disabled

None>[¥]

Copyright © Lantronix, Inc. 2007-2010. All rights reserved. )
Copyright © Chetco Digital Instruments, Inc. 2007-2011. All rights reserved. Copyright © Lantronix, Inc. 2007-2010. All rights reserved.

Copyright © Chetco Digital Instruments, Inc. 2007-2011. All rights reserved. -

@ Internet | Protected Mode: On v R100% ~

@ Internet | Protected Mode: On

Accept Mode — Select desired protocol and Port Connect Mode — Select Host IP address and Port

ACCEPT MODE - To enable Accept Mode, change the Drop Down to Disabled. This will ensure that
connections are always made regardless of live data at the interface. Other options allow connections to only
be accepted when new data is available.

The most important settings for ACCEPT MODE is the PORT NUMBER and PROTOCOL (TCP/UDP)
as they must match the device that is generating the ACCEPT request. The most common protocol is TCP
as 1t provides reliable and buffered data transmission over the network including Internet connections. Only
one TCP connection can be active at a time. The UDP protocol can be used if reliable data transmission is
not required or when setting up a UDP broadcast to multiple network devices. When setting up a UDP
Broadcast, one device is the master (CONNECT) and the others listeners (ACCEPT). Listeners must use
the local device IP address to receive UDP broadcast packets.
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SeaSmart.net adapters support several types of Accept modes. When both TUNNEL ACCEPT Modes are
set to Disabled (default), data from one or both ports NMEA 2000 or Setial) is passed-through (Tunneled)
to the pre-selected TCP port (TUNNEL 1) using the following rules.

TCP PORT 10001 — Translated NGT NMEA 2000 data to SeaSmart.net Protocol

TCP PORT 10002 — Serial Data from External RS232 connector

TCP PORT 10003 — Combined SeaSmart.net NMEA 2000 data and External Serial (RS232) data
TCP PORT 10004 — RAW un-translated NGT NMEA 2000 data

The setting of the Port number determines the operational mode for TUNNEL 1 with 10001 being the
default mode and TUNNEL 2 set to DISABLED. In this mode, only one TCP port number will be able to
ACCEPT incoming connections.

If TUNNEL 2 is set to ENABLED, serial (RS232) data from the external connector is passed through
(Tunneled) to the specified Port. This allows a second TCP port to also ACCEPT incoming connections
and supply NMEA 0183 or AIS data over an independent link from NMEA 2000 data.

TUNNEL 1 TUNNEL 2 MODE

DISABLED DISABLED ACCEPT TUNNEL 1 ONLY (Ports 1, 2 or Both)
10001 = SeaSmart NMEA 2000 data
10002 = External Serial Data (NMEA 0183)
10003 = Combined SeaSmart and Serial data
10004 = RAW NGT NMEA 2000 data

DISABLED ENABLED ACCEPT TUNNEL 1 and 2 (Port 1 and Port 2)
ENABLED DISABLED NOT ALLOWED
ENABLED ENABLED NOT ALLOWED
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CONNECT MODE - To enable Connect Mode, use the drop down menu and select DISABLED for
Mode. Connections to designated Host IP Address will be initiated and held upon device power up. Under
Host 1, enter the target IP Address, Port Number, and Protocol (TCP or UDP). The Local Host Port
Number does not need to be specified as it is randomly generated.

If using UDP Broadcasts, enter in the local network broadcast address (ends in 255). For example on the
Private IP Network of 192.168.0.0 the broadcast address would be 192.168.0.255. UDP packets will then be
sent to all devices on the local network. Each listening device must be set to ACCEPT on their own IP
address.

@ [l @ | http://192168.0.101/config/indext v | (3] 43 | X || 28] create bootable usb frash drive L~ @) http://192.168.0.101/config/indexLhtm ~ | £
S —
| -
Ji Favorites | 52 I Suggested Sites ~ | ¢ Favorites | @ SeaSmartNet Web Manager f B v (= #h v Page~ safety~ i
- n - v [J - - - 2 A
@ SeaSmartNet Web Manager D v ) v = @ v Pagev Safety oo Corrrct Mot vt e
A Tunnel 1 Rl |
SeaSmart.Net Ethernet Module Statistics  Serial Settings  Packing Mode |
Accept Disconnect
S s @t Tunnel Connect Mode controls how Mode ConnectMode Rode
Tunnel 1 Sonel e o when 8 connactior Modem
attempt crginates ocally Emulation
Statistics Serial Settings Packing Mode
Accept ConnectMode | Disconnect \ Tunnel 1 - Connect Mode
Mode Mode
odem | Mode: | Disable =
Emulation Local Port: <Random>
VIP: ©Enabled @ Disabled
Tunnel 1 - Connect Mode 1 Host | Address: | 1az 16801
| Mode: Disable [~ I 1 Port: | &0
Local Port: <Random> = Protocol: | sz ] |
—Te ~ f TP i
| VIP: OEnabled @ Disabled Keep 45000 milliseconds
Host | Address: | 255255 255 255] | | Alive:
1 [Port: | 10001 | i oeE g
— | B >
| Protocol: | [uDP  [+] |
i .IR_I‘:f:",'"“l 15000 miliseconds
Reconnect Timer: | 15000 milliseconds Ml Fi h's Gal
ush Serial
Flush Serial Data: | © Enabled " Disabled Data: © Enabled © Disabled
= | -
Block Serial: Enabled @ Disabled Block Serial: Enabled @ Disabled
Block Network: Enabled @ Disabled Block
Email on Network: Enabled @ Disabled
Connect: None> 3] il
Email on None>[7]
Email on None>[7] Connect: one
Disconnect: 0
Email on <None> 7]
CP Output: Group: Disconnect:
CP Output: Group:
http://192.168.0.101/confic @ Internet | Protected Mode: On R v R100% ~ | I @ Internet | Protected Mode: On v R100% v

Connect Mode — UDP Broadcast — Datais sentto all Connect Mode — Web Server Post — Setting the
devices on the subnet using the specified port number.  protocol to TCP and Port number to 80 will enable

Each receiving device must be set to listen on its on SeaSmart.net to POST data directly to a local Web
interface IP address. Allows multiple devices to receive  Server running ASP. The live data can then be logged
the same SeaSmart.net transmissions and viewed with any Browser.
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PACKING MODE - Controls how data is retrieved using HI'TP GET requests. Received data is stored
in a 64 Kbyte FIFO buffer which is read via HI'TP GET (GETNMEAData). Three options are available to
determine how data is retrieved

¢ Disabled — All new data since previous GET is retrieved and internal FIFO buffer cleared.

e Timeout — Data is retained for defined milliseconds and old data discarded
e Threshold — Data is retained based on defined buffer size and old data discarded.

In all cases, if conditions force internal 64 Kbyte buffer exceeded, the oldest data will be discarded.

@] http//192.168.0.100/config/index v | (| 49 [ X »‘_ﬂGngle | hitpy//192.168.0.100/confia/index v e [ x ] Google

| i I EEE - 7 "
7. Favorites | @ SeaSmartNet Web Manager SR\ @ v Page~ Safety J¢ Favorites | @ SeasmartNet Web Manager &~ v (=] g v Pagev Safety~

SeaSmart.Net SeaSmart.Net Ethernet Module

When Tunneling, instead of sending
network immediately

Tunnel 1 Tunnel 1

Statistics Serial Settings Packing Mode Statistics
Accept Disconnect

Connect Mode Disconnect
Mode Mode Mode Connect Mode Mode

e Modem
mulation Emulation

Serial Settings Packing Mode
Accept

Tunnel 1 - Packing Mode Tunnel 1 - Packing Mode

9 Disable

Timeout
Mode: ©Timeout
Send Character Send Character

Submit Threshold: 100 bytes
Timeout: 2000 miliseconds

Disable

Internet | Protected Mode: O
@ Internet | Protected Mode: On @ Internet | Protected Mode: On

NEWEST DATA RETRIEVED BY HTTP GET AND LATEST 2 SECONDS OF DATA RETRIEVED BY HTTP
INTERNAL BUFFER CLEARED. GET. INTERNAL BUFFER NOT CLEARED.

The Tunnel Packing parameters control how data is retrieved using HTTP Get Requests
(GETNMEAData)

e Packing Mode — determines if data is packed before transmission in response to a HI'TP GET or
if the buffer is cleared after each request.

o Disabled — All accumulated data since the last GET is passed on and the internal buffer
cleared. If a GET request is not issued before the internal buffer is filled, data is FIFO and
the oldest data discarded. The Internal FIFO buffer 1s 64K Bytes. If a GET request is made
before the buffer fills, then all new data since the last request is returned and the buffer
cleared.

o Timeout — specifies to use a Timeout or Threshold value to determine how much data to
return in response to a HI'TP GET request. Data is returned and the internal buffer is not
cleared until the Timeout or Threshold criteria are met. This 1s used to allow multiple HT'TP
clients to request the same data set.
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e Timeout — Specifies the amount of data in terms of time (milliseconds) to return in response to a
HTTP GET request. The Time Interval refers to the “Age” of the received NMEA data. Each
record is tagged with a time stamp. Data is retained in the internal buffer until its “Age” exceed the
interval and then it is discarded. This allows multiple HPPT clients to issue GET requests and all see
“current data”

e Threshold - Specifies the amount of data in terms of Bytes (value * 10) to return in response to a
HTTP GET request. Data is held in the internal buffer till it exceeds the Threshold value and then it
1s discarded. Each HT'TP GET request returns the amount of data specified by the Threshold value
times 10.

The Timeout and Threshold values work together in deciding how data is returned in response to a GET
request. Both conditions are applied to the request. For Timeout to have priority, the threshold must be set
to the mimimum (100 = 1K bytes). Conversely, for Threshold to have priority, the Timeout must be set to
the minimum (1 millisecond).
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WLAN Profiles

SeaSmart.Net WiF1 devices include an additional menu option for configuring Wireless Network interface
options. There are two types of Wireless Networks supported, Ad Hoc and Infrastructure.

Ad Hoc — Point to Point connection between SeaSmartWikF1 device and Host PC. Uses Auto-Config IP
address and no DHCP setver. Only requires a single host device (PC/Smatt Phone/NetBook) to create a
connection. This sort of network is suitable for direct link between SmartPhone and embedded Web Server.

Infrastructure — Multipoint connection where SeaSmart.Net device communicates with a network Access
Point (router) to allow multiple devices to access the same data.

The default on initial power up is Ad Hoc with a SSID of SeaSmart Ad Hoc (pass phrase disabled).

I~
"€ SeaSmart.Net Web Manager - Windows Internet Explorer = e
@3 ” http://192.168.0.103/#StatusPage - Google 7

o -
|

File Edit View Favorites Tools Help P~ Links

»

3,:? dh7 |14 SeaSmart.Net Web Manager - Eg v |~ :g Page v 0 Tools v

SeaSmart.Net WiFi Adapter

Device Status

Product Information

Product Type:

Firmware
Version:

Build Date:
Serial Number:
Uptime:
Permanent
Config:

Region:

Network Settings
Interface:

Link:

MAC Address:
Hostname:

IP Address:
Default Gateway:
Domain:

Primary DNS:
Secondary DNS:
MTU:

VIP Conduit:
Line Settings
SeaGauge:

Line 2:

Tunneling

Lantronix MatchPort b/g Pro
5.2.0.0R23

Feb 3 2011 (11:11:04)
07102317J71U06
1 days 18:26:58

Saved

United States

wian0

ESTABLISHED
00:20:4a:¢c0:cf:66
<None>
192.168.0.103/24 (DHCP)
192.168.0.254 (DHCP)
<None>

192.168.0.1 (DHCP)
216.111.65.217 (DHCP)
1500

Disabled

RS232, 57600, None, 8, 1, None

Down RS232, 9600, None, 8, 1,
None

Connect Accept
Mode Mode

Eﬂ 0 Internet | Protected Mode: On

®100% ~

&
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SeaSmart.Net WiFI modules can support multiple WLAN Profiles to allow for auto discovery of configured
networks in a fall back boot mode. WLAN Profiles are tried in order until a successful connection is made.

£ seaSmartNet Web Manager - Windows Internet Explorer

Koyl L5 nio//192.1680.103/#WLANProfilePage ~ [ | x { Googte

File Edit View Favorites Tools Help P~

¢ 4R |1H SeaSmartNet Web Manager | &~ B - ®8 - |3 Page v G Tools v

SeaSmart.Net WiFi Adapter

This page allows view, edit,
deletion or creation of a
WLAN Profiles WLAN Profile on the evice.
Select a profie for editing by
o clicking the page icon; this
View or Edit: takes you to the Basic
default_adhoc_profile Cofolaon b paoe
Delete a profile by clicking the
@ default infrastructure profile red X ;cn,f byl
[ seabream Create a new profe by
entering a name in the text
[® seasmart box, then click the Select
button which will appear. The
new profle is initally saved
Create new profile: with default parameter values.

Copyright © Chetco Digital Instruments, Inc. 2007-2011. All rights reserved.
Lantronix, Inc. 2007-2010. All rights reserved.

[@ @ Intemet | Protected Mode: On

List of Profiles to be tried in order on Boot

The default is to start with a Ad Hoc Profile (SeaSmart Ad Hoc) since it is usually the simplest to set up and

configure. After a successful Ad Hoc connection, the device can be reconfigured with additional WLAN
Profiles to connect to other networks.

€ SeaSmartNet Web Manager - Windows Internet Explorer '€ SeaSmartNet Web Manager - Windows Intemet Explorer

@ Lo B 14 http://192.168.0.103/#WLANProfilePage 4 x { Googte K3l L1 ttpy/192.1680.103/#WLANProfilePage ~ [ x [ Googte

File Edit View Favorites Tools Help P~ File Edit View Favorites Tools Help P~

e

¢ 4R |13 SeaSmartNet Web Manager & ® - =) Page v () Tools v ¢ 4Re |14 SeaSmartNet Web Manager M v B - ®n - yPage v i Tools v

SeaSmart.Net WiFi Adapter SeaSmart.Net WiFi Adapter

This page shows configuration ey ‘This page shows configuration
of a WLAN Profie on the 2 rtWeb of a WLAN Profie on the
e " " .
WLAN Profile daics. Up WLAN Profile "SeaSmart ecs
In the Basic Configuration In the Basic Configuration
"default_adhoc_profile" section, choice of Topology etwor section, choice of Topology
™ . aﬁun;; m; maka::'p of L Basic Configuration a:'omcts Ih; makw;p of
configurables in that section configurables in that section
Basic Configuration andin the Advanced Network Name SeaSmart and in the Advanced
Configuration section. (SSID):
Network Name

. Configuration section.
(SSID): SeaSmart Initial Adhoc Network In the Advanced Cor Topology: © Infrastructure = Adhoc In the Advanced
- Configuration section, if i Configuration section, if
Topology: Infrastructure © Adhoc Power Management is " jles| Advanced Configuration [Powsr Managentont s
enabled, speciy the Power TX Data Rate enabled, specify the Power
Channel: 1 Management Interval Maximum: 54 Mbps ~ Management Interval

Inthe Security 5 3 In the Security
Advanced Configuration (Configuration section; TX Data Rate: Fixed @ Auto-reduction (Configuration section,
Adhoc Merging: @Enabled ©Disabled choice of Suite, Key Type, TX Power choice of Suite, Key Type,
TX Data Rat Authentication, and IEEE Maximum: 14 dBm Authentication, and IEEE

ST 54 Mbps ~ 8021X (when visible) affect - 8021X (when visible) affect

the makeup of other TX Power: Fixed @ Adaptation

the makeup of other
TX Data Rate: Fixed @ Auto-reduction configurables in that section s T = ‘configurables in that section.

TX Power 'Use the Apply button to try Use the Apply button to try
Maximum: 14 dBm out settings on the WLAN Power out settings on the WLAN

without saving them to Flash. Management: without saving them o Flash
TX Power: Fixed © Adaptation fithaest nco oo = Ifthe settings do not work,

when you reboot the device, it Security Configuration when you reboot the devics, it
TX Retries: 7 will still have the original S ‘will still have the original
fortc] Suite: None settings.
Power
Enabled © Disabled Use the Submit button to Use the Submit button to
Management: both update the WLAN both update the WLAN
Security Configuration ‘settings and save them to settings and save them to

Flash. Flash.
Suite: None ~

Maximum:

Enabled @ Disabled

Copyright © Chetco Digital Instruments, Inc. 2007-2011. Al rights reserved.
Lantronix, Inc. 2007-2010. Al rights reserved.

[@ @ Internet | Protected Mode: On [@ @ Intemet | Protected Mode: On

Default Ad Hoc Profile Infrastructure Profile
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To Apply WLAN Profiles, first create them in the WLAN Profiles Page and then add them in order in the

Network Setup Page.

"€ SeasmartNet Web Manager - Windows Internet Explorer

@ (el L1 http//192.168.0.103/#NetworkPage

NS AN

~ |4 | x | Google

File Edit View Favorites Tools Help

| ¢ 4R | i3 SeaSmartNet Web Manager

e

%~ B) - ® - oyPage v ) Tools v

SeaSmart.Net

WiFi Adapter

Network 1

This page shows status of a

Network 2 WLAN Link on the device.

Interface | Link

Status Configuration Scan

Network 2 (wlan0) WLAN Link

Status

Property

WPA State

Profile

Network Name
Network Mode

BSSID

RSSI

Supplicant Version
Radio Firmware Version
Radio Device ID
Radio Device Revision
Pairwise Cipher
Group Cipher

Key Management
EAP State

PAE State

Supplicant Port State

Status

ESTABLISHED
default_infrastructure_profile
seadream

infrastructure
00:0c:41:6f:76:a0

-40

25

9.70.20.p0

@ @ Intemet | Protected Mode: On

)
s

4] http://192.168.0.103/#NetworkPage

- |4 | x f Google

P~

File Edit View Favorites Tools Help

94 40 |14 SeaSmartNet Web Manager

m - - om0 v yPage~ GiToolsv

SeaSmart.Net

WiFi Adapter

Network 1 | Network 2

Interface | Link

Status Configuration Scan

Network 2 (wlan0) WLAN Link

Configuration
Choice 1 Profile: SeaDream

Choice 2 Profile: default_adhoc_profile

Choice 3 Profile: default_infrastructure_profile

Choice 4 Profile: SeaSmart

Out of Range Scan
Interval:

Roaming:

30 seconds

Enabled @ Disabled

‘This page shows configuration
of a WLAN Link on the
device.

‘The configuration details are
stored in one or more WLAN
Profile. List the selected
WLAN Profiles in order of
preference here.

Use the Apply button to try.
out settings on the WLAN
without saving them to Flash.
Ifthe settings do not work,
when you reboot the device, it
will still have the original
settings.

Use the Submit button to

|both update the WLAN

settings and save them to
Flash,

Copyright © Chetco Digital Instruments, Inc. 2007-2011. All rights reserved.

Lantronix, Inc. 2007-2010. All rights reserved.

Select NETWORK 2 for Wireless Status

[@ @ Intemet | Protected Mode: On

List of Profiles to try on Boot up

Always leave a Ad Hoc profile in the list so that recovery can be performed in case a listed network
becomes unavailable. Ad Hoc connections can be petformed directly with WiFi enabled PC/Laptop.

"€ SeaSmart.Net Web Manager - Windows Intemet Explorer”
K L5 nto//1921680103/#NetworkPage

~ |4 | x | Google

File Edit View Favorites Tools Help P~
WA

15 SeaSmart.Net Web Manager

R~ ) - ™ - yPage v i Tools v

SeaSmart.Net

WiFi Adapter

Network 1 | Network 2
Interface | Link

Status Configuration Scan

Network 2 (wlan0) WLAN Link

Configuration
Choice 1 Profile: SeaSmart
Choice 2 Profile: default_adhoc_profile
Choice 3 Profile:
Choice 4 Profile:

Out of Range Scan
Interval:

Roaming:

30 seconds

Enabled @ Disabled

[ submit

default_infrastructure_profile

SeaDream|

This page shows configuration
of a WLAN Link on the
device.

‘The configuration detals are
stored in one or more WLAN
Profile. List the selected
WLAN Profies in order of
preference here.

Use the Apply button to try
out settings on the WLAN
without saving them to Flash.
Ifthe settings do not work,
‘when you reboot the device, it
will stil have the original
settings.

Use the Submit button to
both update the WLAN
settings and save them to
Flash.

Copyright © Chetco Digital Instruments, Inc. 2007-2011. All rights reserved
Lantronix, Inc. 2007-2010. Al rights reserved.

http://192.168.0.103/ [§ @ Intemet | Protected Mode: On

Select Submit to save changes and reboot device to restart network scan/connection
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FTP File Update

SeaSmart.net supports updates via FTP and Browser interfaces. To update all the content of the Web
Server, it is usually easier to use FIP. Most Browsers including Internet explorer mnclude FTP upload
support. This example uses the native FIP services built-in to Windows Vista and Windows 7. Any other
FTP program will work in uploading files.

73 71 oot 15238

@/ 1p//192.168.0.101/

3¢ Favorites | 53 K| Suggested Sites v

22/~ @ Ssupport Tutorials In.. | @ FTP root at 192.1.. X g ( Y| @mn v Pagev Safetyv

FTP root at 192.168.0.101

To view this FTP site in Windows Explorer, click Page, and then click Open FTP Site in Windows Explorer.

01/01/2011 12:00AM Directory .
01/01/2011 12:00AM Directory ..
01/01/2011 12:00AmM Directory Http
01/01/2011 12:00AM 15,552 Jog.txt

®100% v

Enter ftp://[the adapter IP address]

@] 11p://192.168.0.101,

¢ Favorites | e K| Suggested Sites v

82~ @ Support Tutorials In.. | @ FTP root at 192.1.. X g d o ' Safety v
New Window Ctrl+N
FTP root at 192.168.0.101

To view this FTP site in Windows Explorer, click Page, an D ixplorer.

01/01/2011 12:00AM Directory . =¥ Blog with Windows Live

01/01/2011 12:00AM Directory .. 2 I . A

01/01/2011 12:00AM Directory Http = E-mail with Windows Live
01/01/2011 12:00AM 15,552 log.txt a‘&) Translate with Bing

All Accelerators

[ Save As..

” Edit with Microsoft Excel

4 Compatibility View
Compatibility View Settings

® 100%
* Zoom
X} Text Size
Style
+ Encoding
Caret Browsing
Properties

View Source
Open FTP Site in Windows Explorer

Under PAGE - Open in Windows Explorer
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@ 11p//192.168.0.101/

3 Favorites | 5e5 K| Suggested Sites v

83~ @ Support Tutorials In... @ FTProot at 192.1... X 7 mm v Page~v Safety~

FTP root J Internet Explorgr S'ecuril! 1

To view this FTH| |#) A website wants to open web content using ite in Windows Explorer.
1 this program on your computer H

01/01/2011 12
01/01/2011 12 This program will open outside of Protected mode. Internet Explorer’s
01/01/2011 12 Protected mode helps protect your computer. If you do not trust this
01/01/2011 12 website, do not open this program.

| @] Neme: Windows Explorer
Publisher:  Microsoft Windows

" Do not show me the warning for this program again

Unknowntpre R 100% ~

Allow the Site to be Open in Explorer

v | X | Search 192.168.0.101

Either the server does not allow anonymous logins or the e-mail address was not
accepted.

FTPserver:  192.168.0.101

User name:  admin

Password: oo
After you log on, you can add this server to your Favorites and return to it easiy.

/A FTP does not encrypt or encode passiwords or data before sending them to the
server. To protect the security of your passwords and data, use WebDAV instead.

Log on anonymously Save password

Enter username “admin” and password “seasmart”
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¥ » Thelnternet » 192.1680.101 »

Organize v

Favorites Http
I Desktop File folder
l4 Downloads

<» Recent Places

Reach

log.txt

J. vDash_Projects
| XPORT

- Libraries

*,, Documents
4. Music

% Pictures

8 videos

& Homegroup

& Computer
& Local Disk (C)) =
Http on 192.168.0.101

The Http directory contains all of the Web Content

KBl 2 » The Internet » 1921680.101 »
N .

Organize

Favorites
B Desktop
s Downloads

Explore

<» Recent Places

Reach
| vDash_Projects | Cut
J. XPORT Copy

Paste

Copy To Folder...

J Libraries Delete

*» Documents Rename

4 Music Properties

=, Pictures
‘ Videos

d% Homegroup

& Computer
& local Disk (C)

Http on 192.168.0.101

To Delete the existing Directory — Right Click and choose Delete
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2 » Thelntemet » 192168.0.101 »

Organize v

Favorites Http
I Desktop File folder
l4 Downloads

~» Recent Places log.txt

Reach
vDash_Projects
XPORT

Ll

Confirm Folder Delete

. Libraries

*, Document: Are you sure you want to delete the folder 'Http'?
(Deleting a folder will delete all of its contents)
4. Music

%, Pictures

ﬂl

& H

& Computer
& Local Disk (C) ~
J Http on 192.168.0.101

Confirm the Delete Http Directory

Organize v

; Favorites
I Desktop
4 Downloads
<» Recent Places
| Reach
J. vDash_Projects
}. XPORT

. Libraries
*. Documents
4 Music
%, Pictures
!, Videos
@ litem

-~

Directory is removed from adapter.

« Files (O:) » SeaSmart » SeaSmart_Ethernet Update »

Organize ¥ Include in library v Share with ~ Burn New folder
M Desktop o
ls Downloads
<» Recent Places
Reach

vDash_Projects
XPORT xport_pro.rom.gz

. Libraries

*» Documents

2 items

Prepare to copy new Http directory from SeaSmart update folder
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« Files (O:) » SeaSmart » SeaSmart_Ethernet_Update » Search SeaSmart_Ethernet_Up.

Organize v ~J Open Include in library Share with v Burn New folder = - '}

B Desktop 2
}4 Downloads

<» Recent Places :
Reach |

vDash_Projects Open
XPORT H Open in new window

Share with
-4 Libraries Restore previous versions
4, Documents Include in library
e X Show Versions...
Http Date modified: &

| Send to
File folder

Cut
Copy

Create shortcut
Delete
Rename

Properties

Right Click and select COPY from update folder

¥ » Thelntemet » 192.1680.101

Organize ~

Favorites
I Desktop
}4 Downloads

<» Recent Places

Reach =
View

Sort by
Group by
Refresh

vDash_Projects
XPORT

.~ Libraries Paste

4 Documents AR
& Music Redo Delete Ctrl+Y
S Pictures Login As..
8 videos New

0 1item Properties
<

In FTP directory — Right Click and select PASTE

The Internet » 192.168.0.101 Search 192.168.0.101

Organize v &=

Favorites
B Desktop
s Downloads
<» Recent Places
. Reach
| vDash_Projects
J. XPORT

Copying...

o Libraries

Copying 'ClassicFuellnfoBlack.css*

“, Documents
& Music o sy .

From 'O:\SeaSmart\SeaSmart_Ethernet_Update\Http' to '/Http’
., Pictures

B videos

@ 2items

File Copy Status
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« 192.168...

Organize v

Favorites Name
B Desktop
# Downloads

config
images

J ChangeStyle,js
ClassicBatteryDialsWhite.css

<» Recent Places
Reach
vDash_Projects
XPORT

ClassicEngineDialsBlack.css
ClassicEngineDialsWhite.css
ClassicFuelDialsBlack.css

Libraries ClassicFuellnfoBlack.css
Documents

<. Music

ClassicFuellnfoWhite.css

ClassicTextBoxBlack.css
% Pictures

8 vVideos

ClassicTextBoxWhite.css

ClassicWeatherDialsBlack.css

ClassicWeatherDialsWhite.c.
%) DisplayNMEADatajs

GarminBattery_Dials.css

& Homegroup

& Computer
& Local Disk (C)
& Local Disk (E})
& Local Disk (F:)
& Backup (G)
& Backup (H:)
= Web (I)
41 items

GarminEngineDual_Dials.css
GarminEngineSingle_Dials.c...
GarminFuellnfo_Dials.css
GarminFuellnfol_Dials.css
GarminWeatherDials.css

2 HTMLLayoutis

« SeaSmar.. » Http »

Organize ~

<. Music
Pictures
& videos

4& Homegroup

& Computer
& Local Disk (C))

& Local Disk (E)
# Local Disk (F:)
i Backup (G:)
& Backup (H:)
> Web (I)
& Backup ()
> Web (L)
w Files (M:)
& Files (0)
& Files (P:)
& Web (W)

@ Network

41 items

Include in library ~

Name
config
images

_ﬂ ChangeStyle,js
ClassicBatteryDialsWhite.css
ClassicEngineDialsBlack.css
ClassicEngineDialsWhite.css
ClassicFuelDialsBlack.css
ClassicFuelInfoBlack.css
ClassicFuellnfoWhite.css
ClassicTextBoxBlack.css
ClassicTextBoxWhite.css
ClassicWeatherDialsBlack.css
ClassicWeatherDialsWhite.css

j] DisplayNMEAData.js
GarminBattery_Dials.css
GarminEngineDual_Dials.css
GarminEngineSingle_Dials.css
GarminFuellnfo_Dials.css
GarminFuellnfol_Dials.css
GarminWeatherDials.css

) HITMLLavou s

After Copy is complete — verify all files were transferred by viewing contents of directories
and checking number of files in each sub directory with source. Occasionally, some files
may not be copied due to Flash Compaction timeout. If this occurs, repeat the upload

process and confirm file overwrite.

¢ Favorites | 5 E

82~ | 4 SeaSmartn... @ Service Unavail...

SeaSmart.net

4.9

P VOLT

NMEA 0183

4.9

PVOLT

NMEA 2000
Adapter Setup

www.chetcodigital.com

@ Internet | Protected Mode: On

v Page v Safety v

v ®100% ~

Restart Browser and Refresh to verify new site content is restored.
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FTP Firmware Update

The SeaSmart Firmware can be updated via FTP transfer. The firmware file is copied to the root directory

and the device rebooted. Upon reboot, the new firmware will be load into operational Flash memory and

uploaded file deleted.

The Firmware update should be performed after new Web Content is uploaded.

2 » Thelnternet » 192.168.0.101 »

Organize v

Favorites
B Desktop

}s Downloads
<» Recent Places
| Reach
|} vDash_Projects
. XPORT

.| Libraries
* Documents
4 Music
£, Pictures
‘Vldeos

@ 2items

—~

| . « SeaSm.. » SeaSmart_Ethernet_ Update »

Organize Open Burn New folder

4 Music a

=, Pictures
‘ Videos

Open
4% Homegroup Show Versions...
xport_pr(  Restore previous versions
& Computer Send to
& Local Disk (C) |- Cut

& Local Disk (E:) Copy

& Local Disk (F) Create shortcut

» Backup (G)) Delete

& Backup (H:) Rename

& Web () Properties

& Backup ())

2 Web (L) e
xport_pro.rom.gz Date modified: 8/17/2011 8:47 AM
GZ File Size: 595 KB

Right Click the correct Firmware file from the SeaSmart Update Folder and select COPY

Organize v

. Favorites Hitp

M Desktop File folder
J# Downloads

<» Recent Places log.txt

}. Reach

| vDash_Projects

I XPORT

~J Libraries

*. Documents
4. Music

&, Pictures
B videos

@ 2items

-~

View

Sort by
Group by
Refresh

Paste

Paste shortcut
Redo Delete
Login As...
New

Properties

Ctrl+Y

« SeaSm.. P SeaSmart_Ethernet Update »

Organize v Open Burn New folder
4 Music -
&, Pictures
‘ Videos

& Homegroup
Xport_pro.rom.gz
& Computer
& Local Disk (C)
& Local Disk (E)
& Local Disk (F;)
» Backup (G)
& Backup (H:)
» Web (L)
& Backup ())
& Web (L) S
xport_pro.rom.gz Date modified: 8/17/2011 8:47 AM
GZ File Size: 595 KB

Right Click the FTP root directory and select Paste to transfer file
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2 » Thelinternet » 192168.0.101 » « SeaSm.. » SeaSmart_Ethernet_Update »

Organize ¥ & | Organize Open Burn New folder

Favorites 4 Music

B Desktop %, Pictures

Ja Downloads 8 videos

<» Recent Places
| Reach [+) Homegroup

Xport_pro.rom.gz
| vDash_Projects

| XPORT Xport_pro.rom.gz & Computer
Copying...

~J Libraries < .
Copying xport_pro.rom.gz’

* Documents

4 Music From 'O:\SeaSmart\SeaSmart_Ethernet_Update’ to /'

%, Pictures

B videos

@ 3items

-~

IN.gZ Date modified: 8/17/2011 8:47 AM
Size: 595 KB

The file will be uploaded to the SeaSmart adapter root directory

<« SeaSm.. b SeaSmart_Ethernet Update »

Organize ¥ - Organize ¥ Open Burn New folder

Favorites & Music

I Desktop F &, Pictures
I3 Downloads 8§ videos

<» Recent Places

Readh & Homegroup
Xport_pro.rom.gz
| vDash_Projects

| XPORT Xport_pro.rom.gz & Computer
& Local Disk (C)

& Local Disk (E:)
*. Documents i Local Disk (F:)
4 Music & Backup (G)
>' Pictures & Backup (H)
‘ Videos & Web (I)

& Backup (J)

@ 3items = Web (L) N
Xport_pro.rom.gz Date modified: 8/17/2011 8:47 AM

GZ File Size: 595 KB

- Libraries

-~

The new firmware will not be loaded until the device is rebooted or power cycled
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Favorites = H Suggeste

@ SeaGauge Live Web | @ v Page~v Safety v

4.9

PVOLT

NMEA 0183

4.9

PVOLT

NMEA 2000
Adapter Setup

www.chetcodigital.com

http://192.168.0.101/config/index1.html @ Internet | Protected Mode: On v ®100% ~

To reboot — go to the main SeaSmart Web page and select “Adapter Setup”

Favorites 5 | Suggested Sit

@ SeaSmart.Net Web Manager | ) <l @ v Pagev Safety~v

SeaSmart.Net Ethernet Module

Status g Syst When the devics is rebooted. your
stem browser should be refreshed and
seasmarivien | SY orecet e ot s pee
after 20 seconds. Note that the
. direct will ot work as expected if
Reboot Device the IP Address of the device changes

after reboot

Reboot | Aes seting the configuration back
1o tne factory dafaults, the device
will automatically be rebooted

Restore Factory Defaults Se careful not 1o power of or reset
the device while uploading new

Factory Defaults fimusre. Oncs the upload has
completed and the new firmuare has
Seen verified and flssned, the

Upload New Firmware device will sutomatically be

rebooted.

Upload

Name

Short Name:
Long Name:
Submit

Current Configuration

Firmware Version: 52.0.0R20
Short Name: xport pro
Long Name: Lantronix Xport Pro

Copyright © Lantronix, Inc. 2007-2010. All rights reserved
Copyright © Chetco Digital Instruments, Inc. 2007-2011. All rights reserved.

@ Internet | Protected Mode: On i v R100%

Then select SYSTEM
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3¢ Favorites | =5 K| Suggeste:

@ SeaSmart.Net Web Manager

SeaSmart.Net Ethernet Module

When the device is rebooted, your
System browser should be refreshed and
redirected to the main status page
after 20 saconds. Note that the
" redirect will ot wok i
Reboot Device e 2 ks o e e shavass
. shter reboot.
| Reboot After setting the configuration back
o the factory defaults, the device
will automatically be rebooted.
Restore Factory Defaults Be careful not to power off or reset

r the device while uplosding new

| Factory Defaults firmware. Once the upload has
‘completed and the new firmware has
been verified and flashed, the

Upload New Firmware device will automatically be

rebooted.
Upload

Name

Short Name:
Long Name:

Current Configuration

Firmware Version: 5.2.0.0R20
Short Name: xport pro
Long Name: Lantronix Xport Pro

Copyright © Lantronix, Inc. 2007-2010. All rights reserved.
Copyright © Chetco Digital Instruments, Inc. 2007-2011. All rights reserved.

@ Internet | Protected Mode: On

Select REBOOT

1 Favorites | 95 K| Suggested Sites v

@ Device Reboot % v B v = @ v Pagev Safety~

Rebooting device...
This page should automatically redirect your browser to the Main Status page in 30 seconds.

@ Internet | Protected Mode: On a v R100% v

While restarting the new Firmware file will be copied to operational FLASH memory and the old file
deleted
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Favorites | 5 || Sug

15| SeaSmart.net Web

CeaSmart_ mnet

4.9

PVOLT

NMEA 0183

4.9

PVOLT

NMEA 2000
Adapter Setup

www.chetcodigital.com

@ Internet | Protected Mode: On d ¥ R100% v

After Reboot — the main SeaSmart Web Page should appear.
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XML Config

SeaSmart.net adapters can be configured by loading XML files. XML files contain records to set various
parameters. XML files can configure all or just some of the SeaSmart.net adapter settings.

The device server DTD states the following:

The XML document element is a <configrecord> element. This is the root element.
A <configrecord> must have one or more <configgroup> elements and can have a
version attribute.

A <configgroup> must have one or more <configitem> elements and can have name
and instance attributes.

A <configitem> element must have one or more <value> elements and can have a
name attribute.

A <value> element can have only data and can have a name attribute.

NOTES: THE NAME FOR EACH <CONFIGGROUP> (SPECIFIED WITH THE NAME ATTRIBUTE) IS THE GROUP NAME
LISTED IN THE WEB MANAGER XCR GROUPS. AN EMPTY OR MISSING <VALUE> ELEMENT IN EACH PRESENT
<CONFIGGROUP> CLEARS THE SETTING TO ITS DEFAULT.

Attributes

e Use the “name” attribute to identify a group, item, or value. It is always a quoted string.
e Use the “instance” attribute to identify the specific option, like the serial port number. the
“instance” attribute 1s always a quoted string.

Quick Syntax Tour for XCRs
Simple XML Group Example

<?xml version="1.0" standalone="yes”?>

<configrecord>

<configgroup name = “serial command mode” instance = “1”>
<configitem name = “mode serial string”>
<value>disable</value>

</configitem>

</configgroup>

</configrecord>

The first line:

<?xml version="1.0” standalone="yes”?>

1s the “XML declaration.” It is required and indicates the XML version in use (normally version 1.0).
The remainder of the file consists of nested “elements,” some of which have “attributes” and “content.”
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¢ An element typically consists of two tags, a “start tag” and an “end tag,” possibly surrounding text
and other elements.

® The start tag consists of a name surrounded by angle brackets, like <configrecord>.

e The end tag consists of the same name surrounded by angle brackets, but with a forward slash
preceding the name, like </configrecord>.

e The element content is everything that appears between the start tag and end tag, including text and

other (child) elements.

In addition to content, an element can contain attributes—name-value pairs included in the start tag after
the element name.

e Attribute values must always be quoted, using single or double quotes.
e FEach attribute name should appear only once in an element.

SeaSmart.net uses the following attributes to label the group configuration settings.

Record, Group, Item, and Value Tags

A <configgroup> is a logical grouping of configuration parameters and must contain one
or more <configitem> elements. It must have a name attribute and may have an instance
attribute.

A <configitem> is a specific grouping of configuration parameters relevant to its parent
group. An item takes the name attribute and must contain one or more value elements.
For example, the line group might have parameters such as baud rate, data bits, and

parity.

A value may specify the value of a configuration parameter. It may take the name
attribute. In our example, a value of 9600 might be specified for baud rate; 7 may be
specified for data bits, and even may be specified for parity.

e _ A name attribute identifies the group, item, or value. It is always quoted (as are all XML
attributes). For example, a group that contains serial port parameters has the name “line”.

e _ Aninstance attribute identifies which of several instances is being addressed. It is always quoted.

For example, the serial port name has the instance “1” to indicate serial port 1 or “2” to specify
serial port 2.

The following figures show examples of XML configuration records and the use of the

<configrecord>, <configgroup>, <configitem>, and <value> XML elements.
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Figure 4-3. XML Group Example

<?xml version="1.0” standalone="yes”?>

<configrecord>

<configgroup name = “serial command mode” instance = “1”>
<configitem name = “mode”>

<value>disable</value>

</configitem>

</configgroup>

</configrecord>

=«

Figure 4-4. XML Example with Multiple Named Values

<?xml version="1.0” standalone="yes”?>
<configgroup name = "ssh server''>
<configitem name = "host rsa keys''>
<value name = "public key'"></value>
<value name = "private key''></value>
</configitem>

</configgroup>
Figure 4-5. XML Example with Multiple Items

<?xml version="1.0" standalone="yes”?>
<configgroup name = "email" instance = "1'">
<configitem name = "to">
<value>john.doe@somewhere.com</value>
</configitem>

<configitem name = "from" >
<value>evolution@xportar.com</value>
</configitem>

</configgroup>

Figure 4-6. XML Example with Multiple Groups

<?xml version="1.0” standalone="yes”?>
<configgroup name = "ftp setver" >
<configitem name = "state'">
<value>enable</value>

</configitem>

<configitem name = "admin username"'>
<value>admin</value>

</configitem>

<configitem name = "admin password''>
<value><!-- configured and ignored --></value>
</configitem>

</configgroup>

=n
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<configgroup name = "tftp server'>
<configitem name = "state" >
<value>enable</value>
</configitem>

<configitem name

= "allow file creation'>

<value>disable</value>
</configitem>
</configgroup>

Importing and Exporting an XML Configuration File

An XML configuration record can be imported or exported using the following methods:

Filesystem - XCRs can be saved to the device server’s file system and imported or accessed as
needed. See the Best Practices section below or the File Systens Browser Page in the User Guide.

CLI - an XML configuration record can be imported (captured) or exported (dumped) directly to a
Telnet, SSH, or serial line CLI session. Capturing an XML configuration record can be started by
pasting a valid XCR directly into the CLI prompt. Evolution OS will immediately process the
configuration record, changing any settings specified in the XCR. This can be done on any level,
mncluding the root. Special tags in the XML allow for providing root and enable level passwords so
that this can also be done at the password prompt.

Web browser - the Web mnterface can be used to import and export an XCR to the device server’s
file system. It can also be used to import an XCR from an external source such as your local hard
drive.

FTP - The device server’s FIP server will export and import XCRs when a get or a put on the file
xport_pro.xcr is requested. On export (FTP get of xport_pro.xcr), the FTP server obtains the
current XCR from Evolution OS™ and sends it as a file. On import (FIP put of xport_pro.xcr), the
FTP server processes the file by sending it directly to the XML engine. In both cases the device
server’s filesystem 1s not accessed. The file xport_pro.xcr is not read from, or written to the file
system. See the FTP Page 1n the User Guide.

NOTE: THE TRIVIAL FILE TRANSFER PROTOCOL (TFTP) IS NOT SUPPORTED FOR IMPORTING XML
CONFIGURATION FILES BECAUSE I'T DOES NOT PROVIDE ANY SECURITY FEATURES.

45



SeaSmart.Net Adapter Manual Version1.3

WEB INSTALL OF SEASMART.XML FILE

IRl © | hitp//1921680.100/confio/index ~ 3 | X | 28 Googte

1.¢ Favorites | @ SeaSmartNet Web Manager M v =] g v Pagev Safety~

Ethernet Module

SeaSmart.Net

e
Tris poge s sed for exporing e
Export Export Import o e
Configuration Status Configuration generated
resiore he.
configuation.
XML: Export Configuration
9 Export to browser T
Export to local file e eitoa
" Export secrets (use only with extreme caution) 1 pneptlitneetd
Comments ‘The XML dats can be exported to
the brcwser window or t 8 file on
Lines to Export: [Clear Alll [Select All [ o Maman.
@ 1 ¥l network et e b
ions
Groups to Export: [Clear All] [Select All but Networking]
Export are checied except
¥ arp 7 cli J cp group . e
I device 7| diagnostics 7l email tice XM
7l ethemet: eth0 ! fip server 7l host connectivity. You
¥ http roup fom export.
authenticationuri hitp server Sanm Sl Export filters
interface: eth0 71 ip 7l ip fitter SiaddCry 2
 line ¥l Ipd 7| ManageLinx |rovpe.
¥ modbus 7 ppp I query port
i 7l serial 7
S commandmode ' ST
7 snmp 7l ssh ¥ ssh client
[¥I ssh server 9l ssl 7| syslog
7 tep 7l telnet 7l terminal
7 tfip server ¥l tunnel accept 7] tunnel connect

javascriptvoid(0)

@ Internet | Protected Mode: On

SELECT THE XML LINK FROM THE FULL CONFIG TAB

] hitp://1921680100/confia/index v | F4] 42 | X || 28] Googte

1. Favorites | @ SeaSmartNet Web Manager
SeaSmart.Net
saws @

% v B) v =) @ v Pagev Safetyv

w5
Export Export Import [ ot en b s O
Configuration Status

|
Emmoe
§ i Contquraten
XML: Import Configuration e L
\
Import configuration from (entire) external XCR file: il
Browse.

‘Groups to Import and Text List
selections.

Use the Text List sting to import
specificinstances of 8 group. The
textual format o i sing s

<@gz

@ Internet | Protected Mode: On hv R100% v

SELECT BROWSE TO CHOOSE THE FILE TO IMPORT

5

1. Favorites | @ SeaSmart.Net Web Manager

~ B) v = g v Pagev Safety~

SeaSmart.Net

Ethernet Module

Export Export Import
Configuration Status

This page is used for Imporiing
system configuration rom an XML
il

XML: Import Configuration
Import:
Configuration from External file
Configuration from Filesystem

Line(s) from single line Settings on the
Filesystem

@ Internet | Protected Mode: On

e pics up all the settings from the.
‘extemal file. I

il containing only one Line.
instance t allof the selecied Lines.
When ssiecting a Vhole Groups o
Import tem, ail instances of iat
roup will be Imporied Notice that
oy Setaul il groups re checked
except some pertaining to the
import will not reak yournetwork
may chess o

m

unchedk any group t include or omit
that group fom import.

Selection of Lines to Import fiters
instances o be in the line.
Ipd. ppp seral,tunnel, and terminal
(groups. This affects both Whole
‘Groups to Import and Text List

Use the Text Listsing to import
specificinstances of 8 group. The.
textual format of this sting i
<icizigricivi...

Each group name <G> i followed by

each <>
by 8 semi-colon. fa no
instance then only the group name
<G> should be specified.

SELECT IMPORT CONFIGURATION

g] http;//192.168.0.100/config/index v

1. Favorites | @ SeaSmart.Net Web Manager

= @ v Pagev Safetyv

Seasmart.Net

sm«mmdun} ‘

Export Import
Configuration Ci

T

| This page is used fo i

‘system configuration from an XML
fle

File pics up sl the setings fom the
|extemal file. i
from Filesystem pics up setings

e — e —

- —

» Computer » Files (O:) » XPORT » Http » config

Organize v New folder

4 Music “  Name Date modified
% Pictures

% evolution_os_logo.gif
& videos 909

index.htm! 8/22/2011 1:04 PM
indexLhtmi 7/10/201111:33 A
index2html

& Homegroup

3/22/20111029 A.

loghtm! 8/8/201112:43 PM
W& Computer £

& Backup (B)
& Local Disk (C)
& Backup (E)

o Files (F)

& Web (G)

& Files (0)

Ramnushla Nicl 1

SeaSmartxml
 xport_progif 1

File name: SeaSmartxm|

Tl s

Type

GIF image

HTML Document
HTML Document
HTML Document
HTML Document
XML Document

GIF image

PICK A SEASMART.XML FILE TO IMPORT
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NGBl @ | niip//1921680.100/confia/index v | 5] 45 | X | 48] Google

1 Favorites | @ SeaSmartNet Web Manager B-8-

=] M v Page~v Safety~v

| SeaSmart.Net

Ethernet Module

Export Import

‘This page i used for imparting
'system configuration from an XML
fle.

Export
Configuration Status

XML: Import Configuration

Import configuration from (entire) external XCR file:
OIXPORT\Htp\config\SeaSmartxm  Browse...

(impon]

@ Internet | Protected Mode: On

CLICK THE IMPORT BUTTON

e Bl © | hitoy/192.1680.100/confia/index ~ | 13| 43 | X | 28] Google

e pics up all the sattings from the.
‘extera fle. import Configuration

| Favorites | @3 SeaSmartNet Web Manager % v B) v = @ v Pagev Safety~

SeaSmart.Net

Ethernet Module

Export Export Import
Configuration Status

|system configuration from an XML
il

XML: Import Configuration

Accepting XML configuration file for upload.
AILXML configuration records have been imported

Import configuration from (entire) external XCR file:
O\XPORT\Http\config\SeaSmartxm [ Browse...

[import |

|l pics up sl the setings from the
file Import Configuration

|Use the Text Listsving to import
spacificinstances of 8 group. The
textual format o thissking is:
[<@iciricgicinia.

group name <g> is followed by
 colon and the instance value <i>

and each <g>-<i> value i separated
by  semi-colon. 3 group has no.

instance then only the group name
<G> should be specified.

@ Intemet | Protected Mode: On

AFTER IMPORT, REBOOT (REPOWER) THE DEVICE TO

APPLY CHANGES.

http://192.168.0.100/fs?fi

J.¢ Favorites | @ SeaSmartNet Web Manager

o~ v (=] @ v Pagev Safetyv

SeaSmart.Net

Ethernet Module

Export Export Import
Configuration Status C

XML: Import Configuration

Import configuration from (entire) external XCR file:
O:\XPORT\Http\config\SeaSmartxm|

e picks up sllthe setings from the.
Configuration

input file containing only one Line.
Lines.

Message from webpage

Ave you SURE you want to proceed?

0 The XCR Import process can take up to 3 minutes to complete. f
=4 I

@ Internet | Protected Mode: On

SELECT OK ON THE STATUS DIALOG

CONGR € | ito://192168.0.100/config/index = | 5] ¢ | X | 48] Googie L~
>
1.¢ Favorites | @ SeaSmart.Net Web Manager [ v [ @0 v Pagev Safetyv

SeaSmart.Net

Ethernet Module

Statistics | Browse

Filesystem Browser

@ /Http / config /
Qe
@ X PackingMode xml 357 bytes
B X seasmartxml 1.273 Kbytes (1304 bytes)
@ X evolution os logo.qif 5.593 Kbytes (5728 bytes)

@ % index html 1.675 Kbytes (1716 bytes)
@ % index1 htm! 6.218 Kbytes (6368 bytes)
@ X index2 htm! 14.508 Kbytes (14857 bytes)
[ X loghtm 1.941 Kbytes (1988 bytes)

X xport_pro.gif 7.691 Kbytes (7876 bytes)
Create

File:
Directory:

Upload File

Copy File

@ Intemet | Protected Mode: On

3
i
i
i
!

A NEW SEASMART.XML FILE WILL BE CREATED IN THE
CONFIG DIRECTORY.
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SeaSmart XML

The SeaSmart XML file 1s stored in the Config directory. The file is automatically generated from the
current configuration upon each boot (repower) of the adapter.

8 Seasmart Net Wet =)

(I 2 v 1521500100 cni v~ ll

@ SeaSmart.Net Web Manager i v =] @ v Pagev Safety~ ‘

| <. Favorites

SeaSmart.Net Ethernet Module
| From here you can browse and
s a2 ] late the entire fil
\ Statistics  Browse | Rl el
moved, and renamed. A directory
. must be empty before it can be
Filesystem Browser deletes.
Files can be crested, deleted,
. rena: . upl via
@ /Http / config / syt iimlninoan ol
TFTP server. Newly created files will =
@ <uw> i
% PackingMode xml 357 bytes
% SeaSmart.xml 1.273 Kbytes (1304 bytes)
* evolution os logo.gif 5.593 Kbytes (5728 bytes)
 index.html 1.675 Kbytes (1716 bytes)
% index1.htm 6.218 Kbytes (6368 bytes)
 index2 . html 14.508 Kbytes (14857 bytes)
% log.html 1.941 Kbytes (1988 bytes) N
 xport_pro.gif 7.691 Kbytes (7876 bytes)
Create
File:
Directory:
Upload File
Copy File =

http://192.168.0.100/fs?fi & Internet | Protected Mode: On e vy ®R100% ~
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The contents of the SeaSmart.xml file can be read to determine the current operational mode of the adapter.
The SeaSmart.xml file can also be modified and reloaded to alter device settings.

e . HH
/:m .100/tsTile=%2FHttp% mart.xml! - Windows fernet Explore — x
@] http://192.168.0.100/fs7file=%2i v 23 Google J

>

| ¢ Favorites | @ httpy//192.168.0.100/fs?file=%2F... n - v <] mm v Pagev Safety~

<?xml version="1.0" standalone="yes" 2>
- <configrecord version="0.1.0.0T0">
- <configgroup name="device">
<configitem name="short name">
<value>SeaSmart</value>
</configitem>
<configitem name="long name">
<value>SeaSmart ENET Adapter ver 091211 </value>
</configitem>
<configitem name="serial number">
<value>07100047T7NXZ6</value>
</configitem>
<configitem name="firmware version">
<value>5.2.0.0R20</value>
</configitem>
</configgroup>
<configgroup name="tunnel connect” instance="1">
- <configitem name="connect mode" >
<value>Disable</value>
</configitem>
- <configitem name="host" instance="1">
<value name="address" />
<value name="port">&#60;None&#62; </value>
<value name="protocol">TCP</value>
</configitem>
</configgroup>
<configgroup name="tunnel accept” instance="1">
- <configitem name="accept mode">
<value>Disable</value>
</configitem>
- <configitem name="local Port">
<value>10001</value>
</configitem>
- <configitem name="protocol">
<value>TCP</value>
</configitem>
</configgroup>
- <configgroup name="tunnel packing” instance="1">
- <configitem name="packing mode" >
<value>Timeout</value>
</configitem>
- <configitem name="timeout" >
<value>2000 milliseconds</value>
</configitem>
- <configitem name="threshold">
<value>100 bytes</value>
</configitem>
</configgroup>
</configrecord>

€ Internet | Protected Mode: On
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The SeaSmart.xml contains ConfigGroups to define operational parameters

e Device — Device name and version information

e Tunnel Connect — describes which port and protocol to use when clients initiate connections to
SeaSmart adapters

e Tunnel Accept — describes ports and protocols SeaSmart adapters will use to initiate connections to
clients

e Tunnel Packing — describes how data is packed before being sent in response to HT'TP client
requests.

The Device Config Group contains both log and short device names. The Long name also contains the
device and firmware revision number. The Serial number firmware version are unique to the device and
cannot be altered.

The Tunnel Connect Config Group contains the following Config Items

e Connect Mode — This value is always set to DISABLE to allow the SeaSmart adapter to override
the native protocol translator and utilize the $PCDIN protocol

e Host — Defines the IP address, Port Number and Protocol to use when initiating connections to
remote clients. Normally used for HI'TP Posting to remote Web Servers and UDP broadcasts. If
the IPaddress 1s empty or Port number set to NONE — Host connections are disabled.

The Tunnel Accept Config Group contains the following Config Items

e Accept Mode - This value is always set to DISABLE to allow the SeaSmart adapter to override the
native protocol translator and utilize the $PCDIN protocol.
e Local Port — the port number clients use to connect to SeaSmart adapters. Possible port numbers
are:
o 10001 - Protocol Translation of RAW NMEA 2000 binary data to the $PCDIN protocol
o 10002 — Pass-through of the unprocessed RAW NMEA 2000 binary data
e Protocol — Defines TCP or UDP protocol.

The Tunnel Packing Config Group contains parameters to control how data is retrieved using HTTP Get
Requests (GETNMEAData)

e Packing Mode — determines if data is packed before transmission in response to a HI'TP GET or
if the buffer is cleared after each request.

o Disabled — All accumulated data since the last GET is passed on and the internal buffer
cleared. If a GET request is not issued before the internal buffer is filled, data is FIFO and
the oldest data discarded. The Internal FIFO buffer 1s 64K Bytes. If a GET request is made
before the buffer fills, then all new data since the last request is returned and the buffer
cleared.

o Timeout — specifies to use a Timeout or Threshold value to determine how much data to
return in response to a HI'TP GET request. Data is returned and the internal buffer is not
cleared until the Timeout or Threshold criteria are met. This 1s used to allow multiple HTTP
clients to request the same data set.

50



SeaSmart.Net Adapter Manual Version1.3

e Timeout — Specifies the amount of data in terms of time (milliseconds) to return in response to a
HTTP GET request. The Time Interval refers to the “Age” of the received NMEA data. Each
record is tagged with a time stamp. Data is retained in the internal buffer until its “Age” exceed the
interval and then it is discarded. This allows multiple HPPT clients to issue GET requests and all see
“current data”

e Threshold - Specifies the amount of data in terms of Bytes (value * 10) to return in response to a
HTTP GET request. Data is held in the internal buffer till it exceeds the Threshold value and then it
1s discarded. Each HT'TP GET request returns the amount of data specified by the Threshold value
times 10.

The Timeout and Threshold values work together in deciding how data is returned in response to a GET
request. Both conditions are applied to the request. For Timeout to have priority, the threshold must be set
to the mimimum (100 = 1K bytes). Conversely, for Threshold to have priority, the Timeout must be set to
the minimum (1 millisecond).
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Full Config

Advanced configuration options can be accessed from the Full Config Web Page

€ SeaSmart.Net Web Manager - Windows Internet Explorer

\;3 @ http;//192.168.0.101/config/index2 html#StatusPage

File Edit View Favorites Tools Help

5% <h¢ | @ SeasmartNet Web Manager

SeaSmart.Net Ethernet Module

Device Status

Product Information
Product Type: | SeaSmart.Net

Firmware
Version:
Build Date: Dec 1 2010 (10:04:58)
Serial Number: | 07100597T70QT1
Uptime: 0 days 01:10:11
Permanent
Config:

Network Settings
Interface: eth0

Auto 10/100 Mbps Auto Half/Full (100
Mbps Full)

MAC Address: | 00:20:4a:c5:04:b5
Hostname: SeaSmartEnet
IP Address: 192.168.0.101/24 (DHCP)

Default
Gateway:

Domain: <None>
Primary DNS: <None>

Secondary
DNS:

MTU: 1500

VIP Conduit: Disabled

Line Settings

SeaGauge: RS232, 57600, None, 8, 1, None

Connect Accept
Tunneling Mode Mode

Tunnel 1: Active Waiting

5.2.0.0R20

Saved

Link:

<None>

<None>

@ O Internet | Protected Mode: On

Please consult the XPORT_PRO_USERS_GUIDE for further information on advanced settings.
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Connections

Power — Supply Power to adapter Conxall 2-pin

1 (dot)

12 Volts DC (Red) (11.5 V min to 14.5 V max) 200 mA max

System Ground (Black)

NMEA 2000 - Conxall (4-pin) to Mico-C drop cable

1 (dot) Blue N-

2 Red +12V (25 mA max)
3 Black Ground

4 White N+

Serial/USB — Conxall 8-pin to USB or Conxall 8-Pin to Conxall 8-pin Serial (RS232)

1 (dot)

No Connect

TX RS232

USB -

+ 5V (input from USB only) 150 mA max

USB +

RX RS232

No Connect

R[N | R[]

Ground

Ethernet — Conxall 8-pin to (keyed) to RJ45

1 (dot)

No Connect

TX + (Green/white)

TX- (Green)

Key Pin

RX- (Orange)

RX+(Orange)

No Connect

RN U| B[O

Key Pin
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Dimensions
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One Year Warranty

“We”, “our”, or “us” refers to Chetco Digital Instruments, the manufacturer of this product. “You” or “your” refers to the
first person who purchases this product as a consumer item for personal, family, or household use.

We warrant this product against defects or malfunctions in materials and workmanship, and against failure to conform to this
product’s written specifications, all for one year (1) from the date of original purchase by you. WE MAKE NO OTHER
EXPRESS WARRANTYOR REPRESENTATION OF ANY KIND WHATSOEVER CONCERNING THIS PRODUCT.
Your remedies under this warranty will be available so long as you can show in a reasonable manner that any defect or
malfunction in materials or workmanship, or any nonconformity with the product’s written specifications, occurred within one
year from the date of your original purchase, which must be substantiated by a dated sales receipt ot sales slip. Any such defect,
malfunction, ot non-conformity which occurs within one year from your original purchase date will either be repaired without
charge or be replaced with a new product identical or reasonably equivalent to this product, at our option, within a reasonable
time after our receipt of the product. If such defect, malfunction, or non-conformity remains after a reasonable number of
attempts to repair by us, you may elect to obtain without charge a replacement of the product or a refund for the product. THIS
REPAIR, REPLACEMENT, OR REFUND (AS JUST DESCRIBED) IS THE EXCLUSIVE REMEDY AVAILABLE TO
YOU AGAINST US FOR ANY DEFECT, MALFUNCTION, OR NON-CONFORMITY CONCERNING THE PRODUCT
OR FOR ANY LOSS OR DAMAGE RESULTING FROM ANY OTHER CAUSE WHATSOEVER. WE WILL NOT
UNDER ANY CIRCUMSTANCES BE LIABLE TO ANYONE FOR ANY SPECIAL, CONSEQUENTIAL, INCIDENTAL,
OR OTHER INDIRECT DAMAGE OF ANY KIND.

Some states do not allow the exclusion or limitation of incidental or consequential damages, so the above limitations or
exclusions may not apply to you.

This warranty does NOT apply in the following circumstances: (1) when the product has been serviced or repaired by anyone
other than us, (2) when the product has been connected, installed, combined, altered, adjusted, or handled in a manner other than
according to the instructions furnished with the product, (3) when any serial number has been effaced, altered, or removed, or (4)
when any defect, problem, loss, or damage has resulted from any accident, misuse, negligence, or carelessness, or from any failure
to provide reasonable and necessary maintenance in accordance with the instructions of the owner’s manual for the product.

We reserve the right to make changes or improvements in our products from time to time without incurring the obligation to
nstall such improvements or changes on equipment or items previously manufactured.

This warranty gives you specific legal rights and you may also have other rights which may vary from state to state.

REMINDER: You must retain the sales slip or sales receipt proving the date of your original purchase in case warranty service is
ever required.

Chetco Digital Instruments, INC.
14377 Highway 101 South Unit C
Harbor, OREGON 97415
541-661-2051
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SeaSmart.Net SOFTWARE LICENSE AGREEMENT

THIS IS A LEGAL AGREEMENT BETWEEN THE END-USER WHOFIRST PURCHASES THIS
PRODUCT AS A CONSUMER ITEM FORPERSONAL, FAMILY, OR HOUSEHOLD USE (“YOU?”)
AND CHETCO DIGITAL INSTRUMENTS, INC., THE MANUFACTURER OF THIS PRODUCT.
(“WE”, “OUR”, OR “US”). USING THE PRODUCT ACCOMPANIED BY THIS LICENSE
AGREEMENT CONSTITUTES ACCEPTANCE OF THESE TERMS AND CONDITIONS.

1. This License Agreement applies to the microcode and one or more web pages (HIML) that your product
may contain. We refer to these singly as a “SOFTWARE”.

2. The SOFTWARE that your product may contain are licensed, not sold. We grant to you the
nonexclusive, non-assignable tight to use these SOFTWARE for monitoring sensot/sender data, but only as
long as you comply with the terms and conditions of this License Agreement. We reserve the right to
terminate this license if you violate any aspect of this License Agreement.

3. The SOFTWARE housed in your product are protected by the copyright notices appearing on the
product or its screen(s). You may NOT modify, adapt, translate, reverse engineer, decompile, disassemble,
rent, lease, or resell any SOFTWARE, and you may NOT create derivative works based upon any
SOFTWARE or its contents.. Any unauthorized reproduction, use, or transfer of a SOFTWARE may be a
crime and may subject you to damages and attorney fees.

4. This License Agreement will terminate immediately without prior notice from us if you fail to comply
with or violate any of the provisions of this Agreement. Upon termination, you will promptly return all
products containing one or more SOFTWARE to us.

5. Prices and programs are subject to change without notice.

6. This License Agreement shall be governed by the laws of the State of Oregon and comprises the
complete and exclusive understanding between you and us concerning the above subject matter.
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How to Obtain Service

We back your investment in quality products with quick, expert service and genuine replacement parts. If
you’re in the United States and you have questions, please contact the Factory Customer Service
Department using our number listed below. You must send the unit to the factory for warranty service or
repair. Please call the factory before sending the unit. You will be asked for your unit’s serial number (shown
above). Use the following number:

541-469-4783

U.S.A.only. Monday through Friday, except holidays.

Your unit is covered by a full one-year warranty. (See inside for complete warranty details.) If your unit fails
and the failure 1s not covered by the original warranty, Chetco Digital Instruments has a flat-rate repair
policy that covers your unit and accessories packed with the unit at the factory. There is a 180-day warranty
on all non-warranty repairs from the factory, which is similar to the original warranty, but is for 180 days

rather than one year. For further details, please call us at the above number.

Remember, non-warranty repairs are subject to Chetco Digital Instruments published flat rate charges and
180-day warranty.

CHETCO DIGITAL INSTRUMENTS, INC
BOX 5359

Brookings, OR 97415

541-469-4783

http:/ /www.chetcodigital.com
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